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1. Introduction 

Blockchain technology is all about creating a secure and trustworthy way of recording information digitally.It is 

a revolutionary technology.The Blockchain is a Shattering the Silos of Trust - A New Era of Immutable 

Transactions.The way Blockchain secure so no one can mutable the transactions.The main objective of the 

blockchain to build the trust between the two parties.Imagine a web of trust, not woven by a single ruler, but by 

the collective vigilance of a vast network. This intricate tapestry is the essence of blockchain technology, a 

revolutionary paradigm reshaping the digital landscape. At its heart lies a distributed ledger, a shared record of 

transactions, not locked away in a vault, but replicated across a network of watchful participants. 

     

This decentralized architecture fosters unparalleled security. Each transaction is meticulously inscribed onto a 

block, a digital record, and then cryptographically chained to its predecessors, forming an immutable record. 

Tampering with a single block is like trying to navigate a labyrinth blindfolded - nearly impossible. 

Cryptography acts as the guardian of this labyrinth, ensuring the authenticity and integrity of each inscription. 

Imagine a unique seal, a cryptographic hash, affixed to each block. Any attempt to alter the content would shatter 

the seal, exposing the forgery to the watchful eyes of the network. Transparency, another defining characteristic 

of blockchain, allows participants to witness the flow of transactions. Depending on the specific implementation, 

the labyrinth's corridors may be open to public scrutiny, fostering trust and accountability. This eliminates the 

need for a central authority to validate transactions, streamlining the process and promoting a more democratic 

system. To maintain order within this bustling labyrinth, a consensus mechanism acts as the invisible hand. This 

mechanism, like a silent pact among the participants, ensures that everyone agrees on the current state of the 

ledger. Different consensus mechanisms exist, each with its own strengths and limitations, further enriching the 

tapestry of blockchain technology. By delving into this labyrinthine world of blockchain, we unlock a future 

brimming with possibilities. From revolutionizing supply chains to securing identities, blockchain's potential to 

disrupt and transform numerous industries is undeniable. This glimpse into the labyrinth serves as an invitation to 

further explore its depths and uncover the transformative power it holds. Linear blockchain, also known as a linear 

chain or single-chain blockchain, is a sequential structure where each block is linked to its predecessor, forming 

a single chain of blocks.The linear block looks like an Array which stores the data init. Tree blockchain, also 

known as hierarchical blockchain or multi-chain blockchain, extends beyond linear blockchain by allowing 

multiple branches (or children) from each block, creating a hierarchical structure. Linear blockchains, which have 

a simple sequential structure, are high performing yet robust, making them suitable for applications that require 

strong security and immutability. Oppositely, tree blockchains with branches can scale better and process in 

parallel so as to suit sophisticated applications with high transaction throughput. Evaluating the efficiency levels 
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and potential trade-offs of these architectures through live deployments and performance benchmarks is key to 

understanding them effectively. 

2. Objective 

In our study, we examine the evolution of blockchain technology from its inception with Bitcoin in 2008 to more 

advanced architectures designed to address scalability and efficiency challenges. The foundational concept of 

blockchain as a distributed ledger technology has proven valuable for its decentralization, security, transparency, 

and immutability. However, as blockchain applications have expanded beyond cryptocurrencies, limitations in 

traditional linear blockchain structures have become apparent, particularly in handling high transaction volumes 

and resource-constrained environments like the Internet of Things (IoT). 

These challenges have driven innovation in blockchain architectures, leading to the development of alternative 

structures such as tree blockchains. Our research focuses on comparing linear blockchain, characterized by its 

sequential chain of blocks, with tree blockchain, which introduces a hierarchical structure allowing for multiple 

branches. This comparative analysis aims to shed light on the strengths and limitations of each approach, providing 

insights into their suitability for various applications and the potential for addressing current blockchain scalability 

issues. 

This research paper aims to conduct a thorough comparative analysis of linear and tree blockchains. By examining 

their design principles, functionalities, and potential use cases, we can shed light on the key differences between 

these two architectures.  This analysis will provide valuable insights for developers and businesses navigating the 

labyrinth of blockchain architectures, empowering them to make informed choices about the most suitable 

architecture for their specific applications. 

3. Literature Survey 

Linear chain blockchains, the foundation of many prominent blockchain implementations like Bitcoin and 

Ethereum, have defined the landscape of distributed ledger technology since its inception. This architecture is 

characterized by a sequential linking of blocks, each containing a cryptographic reference to its predecessor, 

forming an unbroken chain from the genesis block to the most recent addition. This structure ensures a 

chronological order of transactions and provides a clear, auditable history of all network activities. The consensus 

mechanisms employed by linear chain blockchains, primarily Proof of Work (PoW) and Proof of Stake (PoS), 

play a crucial role in maintaining network security and achieving distributed agreement on the blockchain's state. 

In PoW systems, miners compete to solve complex mathematical puzzles, with the first to find a solution earning 

the right to add the next block to the chain. This process, while secure, is notoriously energy-intensive and has 

faced criticism for its environmental impact. PoS, on the other hand, selects validators based on the amount of 

cryptocurrency they're willing to "stake" or temporarily lock up as collateral. This approach significantly reduces 

energy consumption but introduces new challenges related to wealth concentration and potential centralization. 

The transaction processing flow in linear chain blockchains follows a consistent pattern. Users initiate the process 

by broadcasting transactions to the network. Validators, or miners in PoW systems, then collect these transactions 

and package them into blocks. In PoW networks, miners compete to solve the cryptographic puzzle associated 

with their proposed block. The first to succeed broadcasts their block to the network. Other nodes then verify the 

block's validity and, if accepted, add it to their local copy of the blockchain. This process ensures that all nodes in 

the network maintain an identical record of transactions, contributing to the blockchain's integrity and 

immutability. 

Despite their robustness and proven security, linear chain blockchains face several significant limitations that have 

become more pronounced as the technology has scaled. The single-chain structure inherently creates a bottleneck 

in transaction processing, limiting the overall throughput of the network. This scalability issue has become 

particularly evident in popular networks like Bitcoin and Ethereum, where transaction fees can spike dramatically 

during periods of high demand. The energy consumption of PoW systems has also drawn considerable criticism. 

Bitcoin mining, for instance, has been estimated to consume as much energy as some small countries, raising 

serious environmental concerns. 
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Transaction speed is another notable limitation of linear chain blockchains. The time required for block 

confirmation can range from several minutes to hours, depending on the network and its current load. This delay 

can be problematic for applications requiring real-time or near-real-time transaction processing, limiting 

blockchain's utility in certain fast-paced industries. The issue of centralization risk, particularly in PoW systems, 

has also emerged as a significant concern. As mining becomes increasingly competitive and resource-intensive, 

it has led to the formation of large mining pools that concentrate a significant portion of the network's hash power. 

This concentration of mining power potentially threatens the decentralized nature of the blockchain, one of its 

core principles. 

As blockchain networks grow, so do their storage requirements. The continuous addition of blocks means that the 

size of the full blockchain increases steadily over time. This growth can make it challenging for individual users 

to run full nodes, potentially leading to a decrease in network decentralization as fewer participants can afford the 

resources required to store and validate the entire blockchain history. The issue of forking, where the blockchain 

temporarily splits into two or more valid chains, is another challenge faced by linear blockchain systems. While 

most forks are quickly resolved as the network converges on the longest chain, they can occasionally lead to 

transaction reversals or inconsistencies in the blockchain state. 

The phenomenon of forking in linear blockchains deserves further exploration due to its significant implications. 

Forks can occur for various reasons, including network latency, software upgrades, or intentional protocol 

changes. Soft forks introduce backwards-compatible changes to the blockchain protocol, allowing updated nodes 

to interact with non-updated nodes. Hard forks, on the other hand, implement changes that are not backwards-

compatible, effectively creating a new blockchain that diverges from the original. While forks can be used to 

implement necessary upgrades or fix critical issues, they can also lead to community divisions and economic 

uncertainties, as seen in high-profile cases like the Bitcoin Cash fork from Bitcoin. 

Another aspect of linear blockchains that warrants deeper examination is their governance structures. In most 

linear blockchain systems, changes to the protocol require broad consensus among network participants. This 

decentralized decision-making process, while aligned with blockchain's ethos of distributed authority, can 

sometimes lead to slow adaptation to changing requirements or emerging challenges. The difficulty in achieving 

consensus for major changes has led to the exploration of on-chain governance mechanisms in some blockchain 

projects, aiming to create more responsive and adaptable systems. 

The economic models underpinning linear blockchains also play a crucial role in their operation and limitations. 

In many systems, transaction fees serve dual purposes: incentivizing miners or validators to process transactions 

and preventing spam attacks on the network. However, as networks become more congested, rising transaction 

fees can price out smaller transactions, potentially limiting the blockchain's utility for micropayments or high-

frequency, low-value transactions. This has led to the development of various layer-2 scaling solutions, such as 

the Lightning Network for Bitcoin, which aim to enable faster and cheaper transactions while still leveraging the 

security of the main blockchain. 

Despite these limitations, linear chain blockchains have demonstrated remarkable resilience and security over the 

years. Their straightforward structure and clear rules for achieving consensus have made them relatively easy to 

understand and implement. This simplicity has contributed to their widespread adoption and the growth of robust 

ecosystems around major blockchain networks. The open and transparent nature of most public linear blockchains 

has also fostered a culture of innovation, with developers around the world continuously working on 

improvements and new applications. 

4. Methods 

The Below one show algorithm comparision between linear blockchain and tree blockchain.We only share 

algorithms which are different to each [1] other. 

Definition of Block Structure in Linear Blockchain: 
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The linear blockchain block structure is fundamental to understanding how a traditional blockchain operates. Each 

block in a linear blockchain contains the following elements: 

uint256 index: This is a unique identifier for the block's position in the chain. It starts at 0 for the genesis block 

and increments by 1 for each subsequent block. The index is crucial for maintaining the order of transactions and 

for quickly referencing specific blocks. 

uint256 timestamp: This represents the time at which the block was created, typically stored as a Unix timestamp 

(number of seconds since January 1, 1970). The timestamp is important for chronological ordering of transactions 

and can be used in various consensus mechanisms. 

string data: This field contains the actual data stored in the block. In a cryptocurrency blockchain, this would 

typically be a list of transactions. However, blockchains can store any type of data, making them versatile for 

various applications beyond finance. 

bytes32 previousHash: This is a cryptographic hash of the previous block in the chain. It's a crucial element that 

maintains the integrity and immutability of the blockchain. Any change to a previous block would change its hash, 

breaking the chain and making the tampering evident. 

bytes32 hash: This is the cryptographic hash of the current block, typically including all other fields in its 

calculation. It serves as a unique identifier for the block and is used to link to the next block in the chain. 

The linear structure ensures that each block is directly connected to the one before it, creating a chronological and 

immutable record of all transactions or data entries. 

Tree Blockchain Block Structure: 

The tree blockchain structure introduces a more complex, hierarchical approach to organizing blocks. Each block 

in a tree blockchain contains: 

uint256 id: Similar to the index 

 in a linear blockchain, this is a unique identifier for the block. However, in a tree structure, this ID doesn't 

necessarily represent the block's position in a single chain. 

uint256 parentId: This field stores the ID of the block's parent, establishing the hierarchical relationship between 

blocks. It's a key difference from the linear structure, allowing for branching and merging of chains. 

uint256 timestamp: As in the linear structure, this represents the block's creation time. 

string data : This contains the block's data, similar to the linear structure. 

bytes32 hash: The cryptographic hash of the current block. 

bytes32 parentHash: This is the hash of the parent block, serving a similar purpose to the previousHash in a 

linear blockchain but allowing for multiple chains. 

uint256[] children: his array stores the IDs of all child blocks, enabling efficient traversal of the tree structure in 

both directions. 

The tree structure allows for more complex blockchain topologies, potentially improving scalability and allowing 

for parallel processing of transactions. It can also support more sophisticated consensus mechanisms and enable 

features like sharding for improved performance. 

Linear Blockchain Hash Calculation 

The hash calculation for a linear blockchain is a critical operation that ensures the integrity and immutability of 

the chain. The function takes four inputs: 

Index: The block's position in the chain. 

Timestamp: The block's creation time. 
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Data: The block's content. 

previousHash: The hash of the previous block. 

The function uses the keccak256 hashing algorithm (as used in Ethereum) to produce a fixed-size output from 

these inputs. The abi.encodePacked function is used to concatenate the inputs before hashing. 

This method of hash calculation ensures that any change to any part of the block (or any previous block, via the 

previousHash) will result in a completely different hash. This property is fundamental to the blockchain's security 

and immutability. 

Tree Blockchain Hash Calculation: 

The hash calculation for a tree blockchain is similar in principle to that of a linear blockchain, but with some key 

differences in the inputs: 

Id: he unique identifier of the block. 

parentId: The ID of the parent block. 

Timestamp: The block's creation time. 

Data: The block's content. 

parentHash: The hash of the parent block. 

Again, the keccak256 algorithm is used with abi.encodePacked to produce the hash. The inclusion of both parentId 

and parentHash in the calculation ensures the integrity of the tree structure, making it impossible to alter a block's 

position in the tree without changing its hash. 

Linear Blockchain Block Creation: 

The process of creating a new block in a linear blockchain involves several steps: 

a) Set index and timestamp: The index is typically the length of the current blockchain, ensuring sequential 

ordering. The timestamp is set to the current time. 

b) Determine previousHash: For any block other than the genesis block, this is the hash of the last block in the 

chain. For the genesis block, it's typically set to a string of zeros. 

c) Calculate hash: Using the function described earlier, calculate the new block's hash. 

d) Create newBlock: Instantiate a new Block struct with all the calculated and provided values. 

e) Add to blockchain: Append the new block to the blockchain data structure (often an array or linked list). 

This process ensures that each new block is properly linked to the existing chain, maintaining the blockchain's 

integrity and chronological order. 

Tree Blockchain Block Creation 

Creating a new block in a tree blockchain is more complex due to the hierarchical structure: 

a) Verify parent exists: Before creating a new block, the system must verify that the specified parent block exists 

(except for the root block). 

b) Increment currentBlockId: This ensures each new block has a unique identifier. 

c) Set timestamp and parentHash: Similar to the linear blockchain, but using the parent block's hash. 

d) Calculate hash: Using the tree blockchain hash calculation function. 

e) Create and populate newBlock: Instantiate a new Block struct and fill in all fields. 

f) Update parent's children: If this isn't the root block, add this block's ID to its parent's list of children. 
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g) Emit BlockCreated event: This notifies the network of the new block's creation. 

This process allows for the creation of complex blockchain structures, potentially enabling features like sharding 

or parallel transaction processing. 

Tree Blockchain Block Validation 

Validation in a tree blockchain is similar but accounts for the more complex structure: 

a) Calculate hash: Recalculate the block's hash using its contents. 

b) Verify calculated hash matches provided hash: As with the linear blockchain, this checks for tampering. 

c) Ensure block is root or links to valid parent: For non-root blocks, verify that the parentHash matches the hash 

of the block specified by parentId. 

This validation process ensures the integrity of the tree structure, preventing invalid branches or orphaned blocks. 

while both linear and tree blockchain structures share many fundamental concepts, the tree structure introduces 

additional complexity that allows for more flexible and potentially more scalable blockchain systems. However, 

this added complexity also introduces new challenges in terms of implementation, validation, and consensus 

mechanisms. The choice between linear and tree structures depends on the specific requirements of the blockchain 

application, considering factors such as scalability needs, transaction volume, and the desired level of structural 

flexibility. 

Graphical Ananlysis of the Linear Blockchain and Tree Blockchain. 

 We compare the graphs of linear and tree blockchain based on two parameters.Based upon Block Creation and 

Block Validation. 

Fig-1 Time Complexity between Linear Blockchain and Tree Blockchain 

 

As we seen in the above graph. While the tree blockchain initially takes longer to create blocks, it demonstrates 

superior scalability and efficiency for larger chains. The linear blockchain, despite its quicker start for small 

chains, struggles with increased time requirements as the chain expands. Thus, for extensive and complex datasets, 

the tree blockchain's ability to leverage parallel processing makes it a more advantageous choice in the long run. 
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Figure 2 Block verification Time complexity: 

 

the graph illustrates that while the linear blockchain experiences longer verification times due to its sequential 

nature, the tree blockchain's parallel execution allows for quicker verification, making it a more efficient option 

for managing large and complex blockchain systems. 

5. Results 

The comparative analysis of linear blockchains and Tree-chain architectures has yielded several significant 

findings:  

1. Structural Differences and Their Implications 

Linear blockchains, exemplified by Bitcoin and Ethereum, utilize a sequential block structure. This architecture 

has demonstrated: 

- Robustness and security over time 

- Clear and auditable transaction history 

- Effective consensus mechanisms (e.g., Proof of Work, Proof of Stake) 

- Strong decentralization and resistance to tampering 

However, linear blockchains have also shown limitations: 

- Scalability issues as network usage increases 

- High energy consumption, particularly in Proof of Work systems 

- Slower transaction speeds compared to traditional payment systems 

- Increasing storage requirements over time 

In contrast, Tree-chain introduces a novel architecture with the following characteristics: 

- Multiple parallel chains for improved transaction throughput 

- Two-level randomization system for validator selection 

- Use of consensus codes to determine transaction processing responsibilities 

- Self-scaling feature to dynamically adjust to increased transaction loads 

These features of Tree-chain have resulted in: 

- Potential for significantly improved scalability 

- Enhanced transaction throughput 
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- Reduced energy consumption 

- Near real-time transaction settlement capabilities  

2. Performance Metrics: 

While specific quantitative data is not provided in the document, the qualitative analysis suggests: 

- Linear blockchains excel in scenarios requiring maximum security and decentralization 

- Tree-chain appears better suited for applications demanding high throughput and low latency 

- Tree-chain demonstrates higher energy efficiency, positioning it as a more sustainable option 

3. Use Case Suitability: 

The results indicate distinct optimal use cases for each architecture: 

Linear Blockchains: 

- Applications requiring the highest levels of security and decentralization 

- Scenarios where a clear, sequential transaction history is crucial 

- Use cases that can tolerate slower transaction speeds and higher energy consumption 

Tree-chain: 

- Internet of Things (IoT) networks requiring rapid data processing 

- Real-time financial systems needing quick transaction settlement 

- Applications with high-volume, low-value transactions 

- Scenarios where energy efficiency is a primary concern 

4. Implementation Considerations: 

The analysis reveals important considerations for implementation: 

- Linear blockchains have a proven track record and established ecosystem 

- Tree-chain, being newer and more complex, may face implementation challenges 

- Tree-chain requires rigorous security analysis to ensure it can match the security level of linear blockchains 

- The increased complexity of Tree-chain could potentially introduce new vulnerabilities or governance challenges 

6. Discussion 

The evolution from linear blockchains to more advanced architectures like Tree-chain represents a significant 

advancement in distributed ledger technology. This progression addresses many of the challenges faced by early 

blockchain implementations while opening up new possibilities for blockchain applications. 

1. Addressing Scalability Challenges 

One of the most pressing issues in blockchain technology has been scalability. Linear blockchains, while secure 

and decentralized, have struggled to meet the increasing demands of global adoption. The Tree-chain architecture's 

approach to this problem is innovative and promising: 

- Parallel processing: By allowing multiple chains to operate simultaneously, Tree-chain significantly increases 

the number of transactions that can be processed in a given timeframe. 

- Dynamic scaling: The self-scaling feature of Tree-chain is particularly noteworthy. This adaptive capacity could 

be crucial in handling sudden spikes in transaction volume, a common occurrence in financial markets or during 

peak usage periods of decentralized applications (dApps). 
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- Efficient validator selection: The two-level randomization system for selecting validators, combined with the 

use of consensus codes, offers a more streamlined approach to transaction validation. This could potentially reduce 

the computational overhead associated with consensus mechanisms in linear blockchains. 

These advancements in scalability could pave the way for blockchain technology to be more widely adopted in 

high-throughput applications, such as payment systems, supply chain management, and IoT networks. 

2. Energy Efficiency and Sustainability 

The energy consumption of blockchain networks, particularly those using Proof of Work consensus, has been a 

significant point of criticism. Tree-chain's approach offers a promising solution: 

- Reduced computational requirements: By assigning transaction processing responsibilities based on transaction 

characteristics, Tree-chain potentially reduces the need for energy-intensive competitive mining. 

- Efficient resource utilization: The parallel processing nature of Tree-chain allows for more efficient use of 

network resources, potentially leading to lower overall energy consumption. 

- Alignment with sustainability goals: As organizations and governments increasingly focus on reducing carbon 

footprints, Tree-chain's energy efficiency could make it a more attractive option for large-scale blockchain 

implementations. 

This shift towards more energy-efficient blockchain architectures could help address environmental concerns and 

make blockchain technology more palatable for environmentally conscious stakeholders. 

3. Implications for Blockchain Adoption and Use Cases 

The development of architectures like Tree-chain could significantly expand the potential use cases for blockchain 

technology: 

- Real-time applications: The near real-time transaction settlement capability of Tree-chain opens up possibilities 

for applications that require immediate finality, such as high-frequency trading or real-time supply chain 

management. 

- IoT and edge computing: The improved scalability and efficiency make Tree-chain more suitable for IoT 

networks, where a large number of devices need to process transactions quickly and with minimal energy 

consumption. 

- Microservices and decentralized applications: The parallel nature of Tree-chain could enable more complex and 

interconnected decentralized applications, potentially leading to new paradigms in software architecture. 

However, it's important to note that linear blockchains will likely continue to play a crucial role in scenarios where 

maximum security and decentralization are paramount, such as in cryptocurrencies or sensitive record-keeping 

systems. 

4. Challenges and Future Research Directions 

While Tree-chain offers many potential benefits, several challenges and areas for future research emerge: 

- Security analysis: Rigorous security audits and formal verification of Tree-chain implementations will be crucial 

to ensure they can match the security guarantees of established linear blockchains. 

- Complexity management: The increased complexity of Tree-chain architecture may pose challenges in terms of 

implementation, maintenance, and governance. Research into simplifying the management of such systems will 

be valuable. 

- Interoperability: As the blockchain ecosystem becomes more diverse, developing robust interoperability 

solutions between different blockchain architectures will be crucial. This includes facilitating seamless 

communication between linear blockchains and Tree-chain systems. 
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- Hybrid systems: Future research could explore the potential for hybrid systems that combine elements of both 

linear and tree-like structures, leveraging the strengths of each to create even more robust and versatile blockchain 

solutions. 

- Specialized architectures: The insights gained from Tree-chain development could inform the creation of even 

more specialized blockchain architectures, tailored to specific use cases or industries. 

5. Long-term Implications for the Blockchain Ecosystem 

The development of architectures like Tree-chain signals a maturation of the blockchain space: 

- Diversification: The blockchain landscape is likely to become increasingly diverse, with different architectures 

coexisting to serve various needs. This diversification could lead to a more robust and adaptable blockchain 

ecosystem. 

- Specialization: As different architectures prove their worth in specific scenarios, we may see increased 

specialization in blockchain solutions, with particular architectures becoming the go-to choice for certain 

industries or applications. 

- Innovation acceleration: The success of new architectures like Tree-chain could spur further innovation in the 

field, potentially leading to even more groundbreaking approaches to distributed ledger technology. 

- Mainstream adoption: By addressing key limitations of early blockchain systems, architectures like Tree-chain 

could accelerate the mainstream adoption of blockchain technology across various industries. 

In conclusion, the evolution from linear blockchains to Tree-chain represents a significant step forward in 

blockchain technology. While linear blockchains have laid a strong foundation and will continue to play a crucial 

role in certain applications, architectures like Tree-chain offer solutions to pressing challenges in scalability, 

efficiency, and adaptability. As the technology continues to mature, we can expect to see a rich ecosystem of 

blockchain solutions, each tailored to specific needs and use cases. This diversity and ongoing innovation will be 

key to realizing the full potential of blockchain technology across a wide range of industries and applications.  
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